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Policy Manual 

GENERAL STATEMENT 

The President shall establish procedures and provide information as necessary to all college employees regarding 

the use and storage of criminal justice information services (CJIS). 

 
THE POLICY and THE FACULTY and STAFF 

The overriding goal of this policy is to comply with all Federal Bureau of Investigation (FBI) CJIS Security 

Policy and the Florida Department of Law Enforcement (FDLE) requirements for usage and storage of all 

CJIS. 

 
IMPLEMENTATION and OVERSIGHT 

The Vice President for Information Technology, the Vice President, Talent and Culture, and the Vice Provost 

for Student Services have responsibility for the implementation and oversight of this policy. 

 
VIOLATION OF POLICY 

Violations of this policy will be investigated and may result in discipline up to and including termination. 

 
DEFINITIONS 

CJI is the term used to refer to all FBI CJIS provided data necessary for law enforcement and civil agencies to 

perform their missions including, but not limited to biometric, identity history, biographic, property, and 

case/incident history data. 

 

 

 

  


